
EU CHINA SOCIAL PROTECTION REFORM
PROGRAM
Paris, 2019/04/26

   

Thierry WEISHAUPT
GM Groupe VYV China Operation

thierry.weishaupt@groupe-vyv.fr

The Digital Challenges in
Health Social Protection

and Insurance
with GDPR

‹N°›
2

VYV Group in figures

10 million
persons covered

1000  

health and social
care institutions

40,000
employees

10,000
elected volunteers,

incl. 2,600
delegates

10 Bio. €
turnover

8.5 Bio. €
Turnover in insurance

1.5 Bio. €
Turnover in health

and social care

VYV Group in figures

EU CHINA SOCIAL PROTECTION REFORM
PROGRAM
Paris, 2019/04/26

   

Thierry WEISHAUPT
GM Groupe VYV China Operation

thierry.weishaupt@groupe-vyv.fr

The Digital Challenges in
Health Social Protection

and Insurance
with GDPR

‹N°›
2

VYV Group in figures

10 million
persons covered

1000  

health and social
care institutions

40,000
employees

10,000
elected volunteers,

incl. 2,600
delegates

10 Bio. €
turnover

8.5 Bio. €
Turnover in insurance

1.5 Bio. €
Turnover in health

and social care

VYV Group in figures

EU CHINA SOCIAL PROTECTION REFORM
PROGRAM
Paris, 2019/04/26

   

Thierry WEISHAUPT
GM Groupe VYV China Operation

thierry.weishaupt@groupe-vyv.fr

The Digital Challenges in
Health Social Protection

and Insurance
with GDPR

‹N°›
2

VYV Group in figures

10 million
persons covered

1000  

health and social
care institutions

40,000
employees

10,000
elected volunteers,

incl. 2,600
delegates

10 Bio. €
turnover

8.5 Bio. €
Turnover in insurance

1.5 Bio. €
Turnover in health

and social care

VYV Group in figures

EU CHINA SOCIAL PROTECTION REFORM
PROGRAM
Paris, 2019/04/26

   

Thierry WEISHAUPT
GM Groupe VYV China Operation

thierry.weishaupt@groupe-vyv.fr

The Digital Challenges in
Health Social Protection

and Insurance
with GDPR

‹N°›
2

VYV Group in figures

10 million
persons covered

1000  

health and social
care institutions

40,000
employees

10,000
elected volunteers,

incl. 2,600
delegates

10 Bio. €
turnover

8.5 Bio. €
Turnover in insurance

1.5 Bio. €
Turnover in health

and social care

VYV Group in figures

EU CHINA SOCIAL PROTECTION REFORM
PROGRAM
Paris, 2019/04/26

   

Thierry WEISHAUPT
GM Groupe VYV China Operation

thierry.weishaupt@groupe-vyv.fr

The Digital Challenges in
Health Social Protection

and Insurance
with GDPR

‹N°›
2

VYV Group in figures

10 million
persons covered

1000  

health and social
care institutions

40,000
employees

10,000
elected volunteers,

incl. 2,600
delegates

10 Bio. €
turnover

8.5 Bio. €
Turnover in insurance

1.5 Bio. €
Turnover in health

and social care

VYV Group in figures

EU CHINA SOCIAL PROTECTION REFORM
PROGRAM
Paris, 2019/04/26

   

Thierry WEISHAUPT
GM Groupe VYV China Operation

thierry.weishaupt@groupe-vyv.fr

The Digital Challenges in
Health Social Protection

and Insurance
with GDPR

‹N°›
2

VYV Group in figures

10 million
persons covered

1000  

health and social
care institutions

40,000
employees

10,000
elected volunteers,

incl. 2,600
delegates

10 Bio. €
turnover

8.5 Bio. €
Turnover in insurance

1.5 Bio. €
Turnover in health

and social care

VYV Group in figures

Untitled.pdf
Saved to Dropbox • 30 Apr 2019 at 16<24

https://cloud.expertisefrance.fr/index.php/s/QDHTBM2ifZESDTL/download?path=%2F&files=MGEN%2020190426-EU-CHINA-SPRP-delegation-EXPERTISE-FRANCE.pptx&downloadStartSecret=ovb7tf3ln3i


Loading…

‹N°›

A platform strategy

 

Source: Gartner’s Research

‹N°›

A platform strategy

 
 
 
 

Things

 
 
 
 

IT systems

 
 
 
 

Customers

 
 
 
 

Ecosystems

 
 
 
 

Intelligence
Data &

analytics

Social security
Public health institutions

Health care providers
Smart cities

Industrial and service
partners

IT Developers  

Members
Insured people

Patients
Users

Residents

 
Personal devices
Medical devices

Connected hospitals
and care institutions
Connected homes  

Loading…

‹N°›

A platform strategy

 

Source: Gartner’s Research

‹N°›

A platform strategy

 
 
 
 

Things

 
 
 
 

IT systems

 
 
 
 

Customers

 
 
 
 

Ecosystems

 
 
 
 

Intelligence
Data &

analytics

Social security
Public health institutions

Health care providers
Smart cities

Industrial and service
partners

IT Developers  

Members
Insured people

Patients
Users

Residents

 
Personal devices
Medical devices

Connected hospitals
and care institutions
Connected homes  

Loading…

‹N°›

A platform strategy

 

Source: Gartner’s Research

‹N°›

A platform strategy

 
 
 
 

Things

 
 
 
 

IT systems

 
 
 
 

Customers

 
 
 
 

Ecosystems

 
 
 
 

Intelligence
Data &

analytics

Social security
Public health institutions

Health care providers
Smart cities

Industrial and service
partners

IT Developers  

Members
Insured people

Patients
Users

Residents

 
Personal devices
Medical devices

Connected hospitals
and care institutions
Connected homes  

Loading…

‹N°›

A platform strategy

 

Source: Gartner’s Research

‹N°›

A platform strategy

 
 
 
 

Things

 
 
 
 

IT systems

 
 
 
 

Customers

 
 
 
 

Ecosystems

 
 
 
 

Intelligence
Data &

analytics

Social security
Public health institutions

Health care providers
Smart cities

Industrial and service
partners

IT Developers  

Members
Insured people

Patients
Users

Residents

 
Personal devices
Medical devices

Connected hospitals
and care institutions
Connected homes  

Loading…

‹N°›

A platform strategy

 

Source: Gartner’s Research

‹N°›

A platform strategy

 
 
 
 

Things

 
 
 
 

IT systems

 
 
 
 

Customers

 
 
 
 

Ecosystems

 
 
 
 

Intelligence
Data &

analytics

Social security
Public health institutions

Health care providers
Smart cities

Industrial and service
partners

IT Developers  

Members
Insured people

Patients
Users

Residents

 
Personal devices
Medical devices

Connected hospitals
and care institutions
Connected homes  

Loading…

‹N°›

A platform strategy

 

Source: Gartner’s Research

‹N°›

A platform strategy

 
 
 
 

Things

 
 
 
 

IT systems

 
 
 
 

Customers

 
 
 
 

Ecosystems

 
 
 
 

Intelligence
Data &

analytics

Social security
Public health institutions

Health care providers
Smart cities

Industrial and service
partners

IT Developers  

Members
Insured people

Patients
Users

Residents

 
Personal devices
Medical devices

Connected hospitals
and care institutions
Connected homes  



Loading…

‹N°›

Big Data
 Regulation

The impact of General Data Protection
Regulation (GDPR)

GDPR
 

Algorithm
transparenc

y

Bioethics

Data &
analytics

‹N°›

Why GDPR? 

To protect people
in the digital
world!
 
 
 
 
 

Why GDPR?

Loading…

‹N°›

Big Data
 Regulation

The impact of General Data Protection
Regulation (GDPR)

GDPR
 

Algorithm
transparenc

y

Bioethics

Data &
analytics

‹N°›

Why GDPR? 

To protect people
in the digital
world!
 
 
 
 
 

Why GDPR?

Loading…

‹N°›

Big Data
 Regulation

The impact of General Data Protection
Regulation (GDPR)

GDPR
 

Algorithm
transparenc

y

Bioethics

Data &
analytics

‹N°›

Why GDPR? 

To protect people
in the digital
world!
 
 
 
 
 

Why GDPR?

Loading…

‹N°›

Big Data
 Regulation

The impact of General Data Protection
Regulation (GDPR)

GDPR
 

Algorithm
transparenc

y

Bioethics

Data &
analytics

‹N°›

Why GDPR? 

To protect people
in the digital
world!
 
 
 
 
 

Why GDPR?

Loading…

‹N°›

Big Data
 Regulation

The impact of General Data Protection
Regulation (GDPR)

GDPR
 

Algorithm
transparenc

y

Bioethics

Data &
analytics

‹N°›

Why GDPR? 

To protect people
in the digital
world!
 
 
 
 
 

Why GDPR?

Loading…

‹N°›

Big Data
 Regulation

The impact of General Data Protection
Regulation (GDPR)

GDPR
 

Algorithm
transparenc

y

Bioethics

Data &
analytics

‹N°›

Why GDPR? 

To protect people
in the digital
world!
 
 
 
 
 

Why GDPR?



‹N°›

GDPR: a long-term move under way 
since the 70’s

Since  1970’s,  European countries enacted laws to protect
information and data security:
 
           Germany  1970

Sweden  1976
France  1978
Europe  1995

 
   EU Directive  
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Strict rules of data regulation

●Violation of GDPR may trigger a fine up to 4% of annual global
revenue, or 20 millions euros, which ever is higher.

 
●GDPR also applies to non-EU companies that process data of

individuals in the EU.
 
●The international transfer of data will continue to be governed

under EU GDPR rules.
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A broader definition of personal data

●The definition of personal data is now broader and includes identifiers
such as:

Genetic Mental Cultural Economic Social identity
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Tougher regulations on personal data

●Obtaining consent for processing personal data must be clear, and
must seek an affirmative response.

 
●Users have the right to be « forgotten » and to require the

removal of their data from the records.
 
●Users may request a copy of personal data in a portable format.
 Will increase competition and trigger the arrival of new players (e.g.

personal information management system)
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Measures to prevent privacy risk

●The appointment of a data protection officer (DPO) is mandatory
for companies processing high volumes of personal data.

 
●Privacy risk impact assessment is required for projects where

privacy risks are high.
 
●Products, systems and processes must consider privacy-by-design

concepts during development.

‹N°›

Personal data of health according to GDPR

Data likely to reveal: 
● Physical or mental health

● Past, now or future

 

Of one person, by employing: 
● Reasonably accessible technical tools

● Regardless of the source of data

 

      Potentienlly every data can sooner or later become health data !
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The challenge of data protection
The majority of French people feel prudent or even afraid of  their health data
leakage.

25% 33%
9%

28% 3% 1%

Prudent：I
won’t share my

health data
unless its

condition of
usage is

transparent.

Attentive：I
will avoid any

intentional
leakage of my

data.

Ignorant：The
exploration of
my health data
will allow me to

know more
about progress
in medical and
health sector.

Enthusiastic：
The exploration

of my health
data will

provide with me
better

experience as a
client.

Satisfied：The
exploration of
my health data

will provide
with me more

pertinent
products or
services like
personalized

health
insurance
product.

Afraid：I am
afraid  that my
personal data

will be abused.

Source : Synaxia Conseil  
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1/3 of French accept to share their health data
with their insurers
● Even by guaranteeing medical confidentiality and data security, insurers are

perceived as less legitimate than other actors in the health ecosystem in
collecting and processing data.

 

● Survey results on who you want to share health data information with if the
medical confidentiality and data security are guaranteed.
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The challenge of data protection
The majority of French people feel prudent or even afraid of  their health data
leakage.

25% 33%
9%

28% 3% 1%

Prudent：I
won’t share my

health data
unless its

condition of
usage is

transparent.

Attentive：I
will avoid any

intentional
leakage of my

data.

Ignorant：The
exploration of
my health data
will allow me to

know more
about progress
in medical and
health sector.

Enthusiastic：
The exploration

of my health
data will

provide with me
better

experience as a
client.

Satisfied：The
exploration of
my health data

will provide
with me more

pertinent
products or
services like
personalized

health
insurance
product.

Afraid：I am
afraid  that my
personal data

will be abused.

Source : Synaxia Conseil  
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1/3 of French accept to share their health data
with their insurers
● Even by guaranteeing medical confidentiality and data security, insurers are

perceived as less legitimate than other actors in the health ecosystem in
collecting and processing data.

 

● Survey results on who you want to share health data information with if the
medical confidentiality and data security are guaranteed.
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Why sharing information with their insurers  

● People aim to acquire personalized and optimal caring services by sharing
information with their insurers.  

72% 55% 40% 26%
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Sharing information for financial benefits?

● 7 out of 10 French are ready to share their heath data to benefit from
personalized tracking with financial benefits.
● For those 52% French who are not willing to share their health data, they

admit that exchange of health data for financial benefits is more appealing.
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What is the value of data?

● Consumer surveys in the
USA, China, India,
Britain and Germany
reveal that some types of
data are more valuable
than others with strong
differences between
countries.
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Our privacy strategy: to make GDPR an
opportunity for Groupe VYV

●Members trust is one of our major assets and a key
differential factor:

More trust More data More innovation and more business
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Our challenge: provide hyper-personalized 
service with the guarantee of 
maximal individual privacy

Standard service  Hyper-personalized
service

 

General or globalized data Personalized and sensible data

Efforts to deploy for individual privacy protection  

?
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thierry.weishaupt@groupe-vyv.fr
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